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Overview 

 

Basic passwords that are rarely changed 

are easy to remember but are also easy 

to compromise. Companies are 

increasingly being targeted and 

infiltrated with critical data being held to 

ransom by hackers. 

 

The Australian Government has 

introduced new amendments to the 

Privacy Act requiring mandatory 

notifications of data breaches in addition 

to the existing strict privacy laws already 

in place. 

 

Multi-factor authentication adds a 

second layer of security to your online 

accounts by verifying your identity using 

your phone or other mobile device to 

prevent anyone but you from logging in.  
 

 

Why does your company need Multi-Factor 

Authentication (MFA)? 

Multi-Factor Authentication keeps your 

account secure even if your password is 

compromised and will alert you instantly if 

someone is trying to log in as you. 

 

This comprehensive security solution confirms 

the identity of users as well as the health of 

their mobile devices before they connect to a 

network, using Trusted Users. In order to verify 

trusted user’s identities, MFA requires two 

methods of identification. 

Additionally, Trusted Devices give 

administrators complete control over who and 

what is accessing the organisation’s data and 

checks the security settings of devices before 

they access applications and data. 

Multi-factor Authentication also collects 

detailed data on every authentication request 

so that informed security policy decisions can 

be made within the organisation, in addition to 

reporting on whether mobile devices are up to 

date. 
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Key Features  

 

 Seamlessly verifies a trusted user’s identity by 

using two forms of identification  

 Quick and straightforward to implement; can be 

installed remotely 

 Detailed data is collected on every 

authentication request so that informed security 

policy decisions can be made 

 Reports on whether mobile devices are up-to-

date 

 Compatible with most devices, including iPhone 

and iPad, Android, Windows Phone, Mobile 

Phones and Landlines, and Hardware Tokens. 

 

Why Partner With OIA? 

 

 Strong Reputation  

OIA has been implementing and managing backup 

solutions for customers for over 20 years and is 

constantly evolving these solutions in-line with current 

technology and industry trends. 

 

 Scalable  

OIA will ensure any solution meets your needs today 

but just as important, is capable of scaling as your 

business grows. 

 

 Compatibility  

There is no silver bullet, every business has different 

needs now and into the future. OIA will determine the 

best solution based on your specific requirements. 

 

 

 

 

 

 

What else can OIA do? 

OIA is partnered with industry leading vendors to 

source best of breed products which we use to tailor 

solutions that meet your specific requirements: 

 

 Monitoring + Support 

OIA can provide real-time monitoring & 

management oversight of your network and IT 

assets 24x7. This ability to continually monitor the 

stability and security of your IT network ensures 

maximum system uptime and minimises lost 

productivity. 

 

 IT Audits  

OIA will work with you to determine what level of 

risk your business is currently exposed to. This will 

include security, backup schedules, hardware, 

software and your current processes for recovering 

from a disaster.  

 

 Software 

OIA partners with leading software vendors 

including Microsoft, Symantec, Storagecraft, Veeam, 

DocsCorp, Advantys and iManage to deliver software 

applications that improve efficiency and productivity 

across your business. Together with our vendors, we 

will work with you to determine the best solution, 

tailored specifically to your business needs. 

 

 Hardware 

OIA partners with HP and are the only authorised 

reseller for Synology in Western Australia. OIA also 

work with Aruba, Cisco, IBM, APC, Eaton, Sophos 

and many other vendors to deliver the best solution 

for our customers’ requirements. 

 

About OIA 

 

OIA’s Consulting and Professional Services team are 

able to deliver a full-service model, encompassing 

Strategic Planning and Procurement through to 

Implementation, Asset Management and ongoing 

support through ad hoc or managed services. 

Supported by a team of qualified professionals and a 

comprehensive best-practice library. 

Visit www.officeinfo.com.au or contact us on +61 8 

9223 1700 for more information. Follow OIA on 

LinkedIn for important updates and news. 

 

https://www.linkedin.com/company/681376/
https://www.linkedin.com/company/681376/

